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1. OBIJETIVO

Esta Politica de Gerenciamento de Riscos (“Politica”) tem por objetivo estabelecer principios,
diretrizes e responsabilidades a serem observadas no processo de gerenciamento de riscos
corporativos da Kepler Weber (“Companhia”), de forma a identificar, avaliar e monitorar os
riscos inerentes a Companhia e ao seu setor de atuagdo e que possam afetar o atendimento
aos seus objetivos e realizacdo de seus negdcios.

2. ABRANGENCIA

Esta Politica aplica-se a Companhia e suas controladas, bem como a todos os colaboradores,
gestores, diretores estatutarios e ndo estatutarios, membros do Conselho de Administracao e
Comités.

3. DEFINICOES

e Risco: Possibilidade de ocorréncia de um evento que possa afetar o alcance dos
objetivos da Companhia.

e Risco Inerente: Grau de risco intrinseco a operacao do negdcio ou a atividade, sem
considerar a execucdo dos controles que o mitigam.

e Apetite ao Risco: Nivel de exposicdo a perda que a Companhia esta disposta a aceitar.

e Gestao de Riscos: Processo para identificar, avaliar e gerenciar potenciais eventos que
possam impactar no atingimento dos objetivos da Companhia e a realizacdo dos seus
negocios.

e Monitoramento: Verificacdo, supervisdo, observacdo critica ou identificacdo da
situacdo, executadas de forma continua, a fim de identificar mudancas no nivel de
desempenho requerido ou esperado.

e Planos de Agao: A¢bes que visam criar, corrigir ou melhorar o funcionamento dos
processos, sistemas e/ou estratégias da Companhia, bem como mitigar as causas dos
riscos.

e (COSO ERM (Enterprise Risk Management Integrated Framework).: Estrutura
desenvolvida pela organizacdo COSO - Committee of Sponsoring Organizations of the
Treadway Commission, que estabelece metodologia internacionalmente reconhecida
de Gerenciamento de Riscos.
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4, GESTAO DE RISCOS

O processo de Gestdo de Riscos refere-se as praticas de identificacdo, avaliacdo e
(—DS

Me monitoramento, dos riscos inerentes a Companhia, com base em metodologia reconhecida
\ W no mercado e de forma estruturada.
DS
O objetivo da Gestdo de Riscos é conhecer e entender os riscos aos quais a Companhia estd
é exposta e como estes impactam no atingimento das metas e cumprimento dos seus objetivos
estratégicos. Este monitoramento possibilita a definicdo de agbes preventivas ou corretivas
’_ﬂns para manter os riscos em niveis aceitaveis.
417, ,
E de responsabilidade da Alta Administracdo e da fun¢do de Gestdo de Riscos e Controles
—Ds Internos a disseminagdo da cultura de monitoramento e inclusao dos riscos na tomada de
O\/ﬂg decisdo. A Gestdo de Riscos deve auxiliar o processo de tomada de decisdo nos diversos niveis
— de gestdao da Companhia, contribuindo com a melhoria de desempenho, identificacao de
—Ds oportunidades de negdcio, otimizagao na alocagao de recursos, minimizacdao de perdas,
W redugao de custos, assim como na conduta do negdcio no dia a dia.
| N —

5. AVALIACAO GERAL DE RISCOS

ol
L A avaliacdo de riscos corporativos é um recurso adotado pela Companhia para mapear

potenciais riscos, eventos e mensurar as possiveis perdas, assim como oportunidades geradas

DS p . . . .
VC&N por eles. Esse processo é desenvolvido considerando todas as areas da Companhia e o
( panorama do negdcio, analisando tanto elementos internos como externos.
—Ds . L. .~ . . , .
{Q& O objetivo da avaliagdo de riscos corporativos € o mapeamento dos riscos relevantes para o
negdcio, de modo que seja possivel gerencia-los com efetividade. Além de classificar os riscos

em relacdo ao seu impacto e probabilidade, possibilitard que a Companhia possa priorizar os
seus esforcos e investimentos em acgdes direcionadas para os riscos de acordo com a sua
criticidade.

As etapas do processo de Avaliacdo de Riscos Corporativos estdo descritas abaixo:

5.1. Identificar os Riscos e Avaliar o Ambiente de Controle

Trata-se da identificacdo do conjunto de eventos, externos ou internos, que podem impactar
os objetivos estratégicos da organizacdo através de andlise documental e entrevistas com

todas as dreas da Companhia para o entendimento sobre o ambiente de controle relacionado
a cada risco e verificacdo das acdes mitigatdrias existentes para minimizar a sua exposic¢ao.
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5.2. Classificar os Riscos Corporativos
Os riscos corporativos podem ser classificados conforme os 4 principais pilares abaixo:
5.2.1. Riscos Estratégicos

Os riscos estratégicos estdo associados a tomada de decisdo da Alta Administracdo e
podem gerar perda substancial no valor econdbmico da Companhia e até mesmo a

(— oS descontinuidade do negdcio.
Mé(/(/ No pilar Estratégico, podemos destacar os seguintes tdpicos a serem avaliados:
Planejamento e Alocacdo de Recursos, Estrutura de Governanca, Iniciativas ESG,
—°® Comunicagao com o Mercado, entre outros.
>
5.2.2. Riscos Financeiros
—DS
1H Os riscos financeiros referem-se a possibilidade de prejuizos em decorréncia das
— operacdes e transacoes financeiras da Companhia, podendo ser resultantes de gestao
bs de fluxo de caixa ineficiente, liquidez, capta¢do e aplicacdo de recursos financeiros,
‘ OVﬂS variacdo cambial, assim como o descumprimento de obrigacGes financeiras de
contrapartes.
DS

‘W 5.2.3. Riscos Operacionais

Sao riscos decorrentes de falhas de processos e controles na operac¢ao e areas suporte

DS 7 . « .
(_7 da Companhia, que prejudiquem ou impossibilitem o exercicio das suas atividades. Os
riscos operacionais geralmente acarretam ineficiéncia, interrupcao total ou parcial das
atividades, podendo gerar impacto negativo na reputacdo perante o mercado, além do
f_fzﬂ potencial de geracdo de passivos contratuais e regulatorios.
VLY
; . . . ’ . .
No pilar Operacional, podemos destacar os seguintes tépicos a serem avaliados:
—Ds Operacdo Industrial, Logistica, Seguranca patrimonial, Manutencao, Gestdao Comercial,
{1& Recursos Humanos, Engenharia e Projetos, Supply Chain (produtos e servicos),
——

incluindo a Gest3o de Fornecedores.
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5.2.4. Riscos de Compliance

Os riscos de Compliance estdo associados a possiveis sancdes legais ou regulatoérias
devido ao descumprimento de leis, acordos, regulamentos, cddigo de conduta e
politicas, que podem resultar em perda financeira e em danos reputacionais para a
Companbhia.

No pilar de Compliance, podemos destacar os seguintes topicos a serem avaliados:
Requisitos Legais e Regulatdrios, Integridade e controles Anticorrupcdo, Cédigo de
Etica e Conduta.

Entre os riscos que podem permear os diversos pilares acima, podemos destacar:
5.2.5. Riscos de Tecnologia

Os riscos de Tecnologia referem-se as ameacas que podem acarretar interrupg¢do ou
indisponibilidade sistémica em decorréncia de falhas na seguranca da informacao,
gestdo de dados e acessos, gestdo de mudancas, infraestrutura, falta ou obsolescéncia
de recursos tecnoldgicos (ex. equipamentos, sistemas etc.), incluindo instalagdes.

No pilar de Tecnologia, podemos destacar os seguintes tépicos a serem avaliados:
Adequagdao dos sistemas internos as necessidades da companhia, incidentes de
cybersecurity, integridade e gestao dos dados, falha no acesso ldgico aos sistemas,
vazamento de dados, entre outros.

5.2.6. Riscos Socioambientais:

O risco Socioambiental consiste na exposicdo a perdas com incidentes envolvendo o
meio ambiente e/ou a sociedade, decorrentes de atividades diretas ou indiretas da
Companbhia.

Os impactos sociais referem-se a saude e seguranca; acdes que desrespeitem a
protecdo, assim como a promoc¢do dos direitos humanos como discriminacdo e
condicOes andlogas a escravidao.

Os impactos ambientais sdo os que podem afetar também recursos naturais como o
ar, cursos d’agua, matas, solos e animais com a emissao de gases poluentes, residuos,
efluentes, derramamento de produtos quimicos, entre outros. Ja os impactos
climaticos precisam ser observados com o objetivo de serem reduzidos ou

6
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5.3.

compensados com a diminuicdo de emissdo de gases do efeito estufa e captura dos
gases emitidos na fabricacdo de equipamentos, assim como para preparar a
Companhia diante de eventos que possam impactar a produg¢ao de seus clientes e
consequentemente as suas vendas.

Os riscos socioambientais e climaticos podem gerar perdas financeiras e reputacionais,
sancdes legais ou regulatdrias e indenizagdes por danos a terceiros e que tiveram
participacdo direta ou indireta da Companhia envolvendo seus clientes, fornecedores,
colaboradores e demais parceiros.

Avaliar os Riscos quanto ao seu Impacto e Probabilidade

Para a otimizagdo de recursos e esforgos, os riscos a serem gerenciados devem ser
priorizados conforme a relevancia para a Companhia, decorrente da avaliacdo de
impacto e probabilidade conforme critérios pré-estabelecidos por esta. Desta forma,
foram estabelecidos e validados os critérios apresentados nas tabelas a seguir:

5.3.1. Avaliagdo quanto a probabilidade de materializagdo do risco baseado em seu
histdrico e ambiente de controle:

Alta

Baixa

Remota

—Ds Classificagao Probabilidade

Apesar dos controles existentes, € muito provavel que o evento ocorra ou
verificacdo de auséncia de controle. O evento vem ocorrendo ou ocorreu
nos ultimos anos, mesmo com os controles em vigor.

Apesar dos controles existentes, é possivel que o evento ocorra ou
verificacdao de controle ineficaz. O evento ocorre de tempos em tempos, e
pode ter ocorrido até duas (2) vezes ao ano, mesmo com os controles em
vigor.

Apesar dos controles existentes, é possivel que o evento ocorra. O evento
ocorre de tempos em tempos, e pode ter ocorrido até uma (1) vez no ano,
mesmo com os controles em vigor.

A ocorréncia é improvavel e sem histérico de materializacdo do risco.
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—Ds

5.3.2. Avaliagdao quanto ao impacto que uma materializa¢ao do risco poderia causar:

Classificacdao

Impacto

e Operacional: Impacto significativo na opera¢cdo da Companhia.

e Estratégico: Descumprimento dos objetivos e metas do negécio, impacto
grave ao meio ambiente, com prejuizo ao funcionamento do ecossistema
e/ou efeitos sobre a comunidade local, falha no cumprimento de requisitos
de seguranca do trabalho colocando a saude e/ou vida dos profissionais em
risco, exposicdo negativa de alta repercussdo na imprensa nacional e/ou

Alto internacional.
e Legal: Envolvimento de contingéncias, processos juridicos que podem
ocasionar em parada da operacdo e até inviabilizar a continuidade do
negocio.
e Financeiro: A ocorréncia de um evento resultaria em perda financeira
(acima de BRL 23 MM - ref. a mais de 5% do Patrimonio Liquido Consolidado
de 2021).

Classificacdo ’ Impacto ‘

e Operacional: Importante impacto na operacdo da Companhia.
e Estratégico: Dificuldade para atingir os objetivos e metas do negdcio,
impacto ambiental restrito a operacdo e/ou exposicdo negativa de
repercussao na imprensa local.

Médio e Legal: Envolvimento de contingéncias, processos juridicos que podem
ocasionar em parada da operacao.
e Financeiro: A ocorréncia de um evento resultaria em perda financeira
(acima de BRL 2,3 MM até BRL 23 MM - ref. a 0,5% até 5% do Patrimonio
Liquido Consolidado de 2021).
® Operacional: Baixo impacto na operagdao da Companhia.
e Estratégico: Pouca ou nenhuma interferéncia no cumprimento dos
objetivos e metas do negdcio, impacto ambiental restrito a instalagdo no
local do acidente ou superior a um departamento e/ou exposi¢do negativa

Baixo pontual junto a algum stakeholder, sem repercussdo na imprensa.
e Legal: Envolvimento de contingéncias.
e Financeiro: A ocorréncia de um evento resultaria em perda financeira (até
BRL 2,3 MM - ref. ao limite de 0,5% do Patriménio Liquido Consolidado de
2021).
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5.3.3. Avaliar os Riscos Corporativos com base no Heat Map
bs Esta etapa possui como finalidade o auxilio na tomada de decises com base nos
Mé(/(/ resultados da avaliagao de riscos, sobre quais riscos necessitam de tratamento e

priorizacdo para a implementacdo de a¢des corretivas e/ou mitigatorias para reducdo
da probabilidade de materializacdo. O mapa de riscos corporativos permitird uma

DS
‘ & visibilidade do posicionamento dos riscos conforme a combinagao da classificacdo de
impacto e probabilidade baseada nos critérios e nivel de apetite ao risco da
o Companhia:
N—
RISCO RISCO RISCO
Alto MEDIO MEDIO ALTO
(—DS
puLs X
| — 2 o RISCO RISCO RISCO
§ Médio MEDIO MEDIO ALTO
£
~—DS B
/‘/‘/'3V/ RISCO RISCO
~———o Baixo MEDIO MEDIO
(_& Remota Baixa Média Alta
[ Probabilidade >

5.4. Implementar Planos de A¢ao para melhoria no Ambiente de Controle

Como resultado da identificagcdo dos riscos e avaliacgdo do ambiente de controles, deve-se

DS e . o . . . 7 .
{z verificar a aplicabilidade de discutir e alinhar com os responsaveis pelos departamentos a
b recomendacdo de a¢des mitigatdrias e/ou corretivas para redugdo da exposicdo aos riscos. As
acdes devem ser priorizadas e implementadas considerando a exposi¢ao da Companhia ao
risco.

5.5. Monitorar os Riscos identificados e Planos de A¢ao

A Avaliacdo de Riscos Corporativos deve ser realizada anualmente, visando a atualizacdo e
completude dos dados. Adicionalmente, os planos de acdo definidos para melhoria do
ambiente de controle devem ser acompanhados periodicamente, considerando-se o prazo de
implementacdo das oportunidades de melhoria acordado com cada area, para atualizacdo dos
dados e do monitoramento dos riscos associados.

Os parametros de classificacdo de impacto e probabilidade referente a materializacdo dos
riscos também devem ser revisados anualmente com base nos resultados da Avaliacdo de
Riscos Corporativos.
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5.5.1. Monitoramento KRI (Key Risk Indicators)

O monitoramento por meio dos Indicadores Chaves de Riscos é utilizado para a

identificacdo da necessidade de implementacdo de acdes de melhoria para reducdo da

e exposicdo ou quantidade de ocorréncia da materializacdo do risco e deve ser realizado

Mé(/(/ mensalmente junto as areas de negodcio identificando-se a necessidade de agdes
corretivas e mitigatdrias de forma tempestiva.

——DS

& A preparacgado do relatdrio de KRIs (Key Risk Indicators) deve ocorrer a cada trimestre e
— estruturada visando a comunicacdo dos resultados para as areas envolvidas, e possui
0s seguintes principais objetivos:
DS
o e Alertar a Alta Administracdo, Diretores e Gestores sobre os riscos que precisam de
atencao;
DS e Emitir alertas quando ag¢des corretivas se fizerem necessdrias;

D\/ﬂS e Alertar a funcdo de Gestdo de Riscos e Controles Internos, além da Auditoria
— Interna, sobre as dreas da Companhia que necessitam de uma revisdo nos
% controles internos.

6. LINHAS

DS
‘ 7 A segregacdo entre as linhas é de extrema importancia para garantir a independéncia e

imparcialidade dos apontamentos da auditoria e transparéncia do processo. Essa necessidade
é destacada no modelo de trés linhas do COSO-ERM e do IIA (Institute of Internal Auditors).

(—DS
Vv . ) . . .
As linhas estao organizadas na Companhia conforme abaixo:
(_{;;Q 12 linha: Representada pelos colaboradores e gestores das areas de negdcios da Companhia,
cuja responsabilidade é atingir os objetivos organizacionais referentes a entrega de produtos

e/ou servicos aos clientes, incluindo as func¢des de apoio. Dentro do processo de Gestdo de
Riscos, sua funcdo é conhecer e monitorar os riscos inerentes a sua responsabilidade,
buscando trabalhar em conjunto com a Funcdo de Riscos e Controles Internos para minimizar
a possibilidade de materializagdo dos riscos e os seus impactos.

22 linha: Representada pela Funcdo de Riscos e Controles Internos e pela Funcdo de
Integridade, que atuam na garantia do apropriado funcionamento da primeira linha, por meio
do estabelecimento de controles, na identificacdo de falhas de performance de controles e na
identificacdo de desvios de politicas e procedimentos internos. A Funcdo de Riscos e Controles
Internos e a Funcdo de Integridade sao acompanhadas pelo Comité de Auditoria e reportadas
para o Conselho de Administracdo, e podem contar com o auxilio de outras areas da

10
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Companhia, tais como controladoria, juridico e auditoria interna, para o desempenho de suas
atividades. Os colaboradores que exercem as Funcdes de Riscos e Controles Internos e a
Fungdo de Integridade ndo acumulam fung¢des ou possuem relagdo de subordinagdo com
areas de negdcios da Companbhia.

32 linha: Representada pela drea Auditoria Interna, sua responsabilidade é realizar avaliagdes
e assessorias independentes e objetivas sobre a adequacdo e eficacia da governanca e do
gerenciamento de riscos. A darea Auditoria Interna tem suas atividades reportadas
periodicamente ao Conselho de Administracdo, por meio do Comité de Auditoria, e as
atribuicbes da Auditoria Interna sdo aprovadas pelo Conselho de Administracdo da
Companbhia.

7. PAPEIS E RESPONSABILIDADES

O processo de Gestdao de Riscos da Companhia esta estruturado conforme organograma e
descricdes abaixo:

Conselho de
Administracéo

Comité de Auditoria

Auditoria Interna
(32 linha de defesa)

CEO

Data: 15/03/2023

T
Geréncia Exec.
Juridica, Governanca e

Diretoria Financeira Diretorias

Compliance

Areas de Negdcios
(22 linha de defesa)

Funcéo Integridade

Controladoria
(22 linha de defesa)

Funcéo de Riscos e

Controles Internos
(22 linha de defesa)

7.1. Conselho de Administracao da Companhia:

O Conselho de Administracdao é responsavel por determinar os objetivos estratégicos, os
direcionamentos e o perfil de riscos da Companhia adequado ao seu apetite a riscos,
relacionados a sua cultura e identidade.

Compete ao Conselho de Administracdo, no ambito desta Politica:

11
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e Avaliar e definir a estrutura operacional para gestdo de riscos e o seu respectivo

orcamento;
e Definir o formato, periodicidade de reporte das informacdes requeridas para
Ds acompanhamento;
I\/Lé(/(/ e Definir e revisar periodicamente os limites de exposi¢cdo referentes ao nivel de apetite
ao risco da Companhia;
DS e  Monitorar de forma periddica a efetividade do processo de Gestdo de Riscos e fornecer
@ orientagdes para o seu aprimoramento constante;
e  Monitorar de forma continua os Riscos que podem impactar o atingimento das metas
—Ds e objetivos do negécio, assim como os planos de acdo de melhoria em resposta aos
M\'ﬁ riscos;
~— e Fornecer a Diretoria e Gestdo, quando necessario, sua percepcdo do grau de exposicdo
aos riscos que a Companhia estd exposta e influéncia na priorizacdo dos riscos a serem
(_Ots/ﬂ tratados;
( 5 e Assegurar, ao Comité de Auditoria, autonomia operacional, aprovando-lhe orcamento
. proprio destinado a cobrir despesas com seu funcionamento;
—

W e Receber, diretamente ou por meio do Comité de Auditoria, o reporte das atividades da
' Auditoria Interna, avaliando, ao menos anualmente, se a estrutura e orcamento desta
sdo suficientes ao desempenho de suas funcdes.

(—DS
7 7.2. Comité de Auditoria
—
—Ds E 0 6rgdo autdbnomo de assessoramento vinculado ao Conselho de Administracdo, que visa
UC&N auxiliar no acompanhamento e avaliagao da efetividade do processo de Gestdo de Riscos.
—
—Dbs Compete ao Comité de Auditoria, no ambito desta Politica:
Lo
~— e Aprovagdo sobre o Plano Anual de Auditoria Interna;

e Opinar na contratacdo e destituicdao dos servigos de auditoria independente.;

e Acompanhar e avaliar o processo de Gestdo de Riscos, assim como o cumprimento de
seus objetivos e recomendar solu¢des de aprimoramento, se aplicavel;

e Acompanhar as atividades da Auditoria Interna e da funcdo de Riscos e Controles
Internos da Companbhia;

e Avaliar e monitorar as exposicdes de Risco da Companhia.

7.3. Funcgao de Riscos e Controles Internos

A funcdo de Gestao de Riscos e Controles Internos é responsavel por implementar a politica,
metodologia de Gestdo de Riscos e realizar o monitoramento continuo junto as areas.
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Compete a funcdo de Gestdo de Riscos e Controles Internos, no ambito desta Politica:

e Estabelecer os processos gestao de riscos da Companhia;

e Realizar periodicamente a revisdo e atualizacdo da Avaliacdo Geral de Riscos, em
periodo minimo bienal, incluindo a elaboragdao do Mapa de Riscos Corporativos;

e Validar e comunicar os resultados da Avaliacao Geral de Riscos, assim como os planos
de acdo de melhorias para implementacdo com os gestores das dreas de negécio;

e Elaborar reporte com os resultados da Avaliacdo Geral de Riscos e comunica-los ao
Conselho de Administracdo, por meio do Comité de Auditoria;

e Auxiliar as areas de negdcio no desenvolvimento de processos e controles para gestdo
de riscos, inclusive aplicando treinamentos quando necessarios para apoia-los;

e Acompanhar a execucdo, e implementacdo dos planos de acdo junto as areas de
negécio;
Realizar o monitoramento, avaliar, consolidar os dados relacionados aos KRls junto as
areas.

7.4. Funcgao de Integridade
A Funcgao de Integridade tem competéncia para, no ambito desta Politica:

e Zelar pela aplicagdo do Cédigo de Etica e Conduta da Companhia;

e Elaborar o plano de implantacdo dos procedimentos e diretrizes do Cédigo de Etica
Conduta, bem como das demais politicas de integridades; e

e Auxiliar a Fungao de Riscos e Controles Internos e a Diretoria na avaliagdo dos Riscos
de Compliance, e coordenar melhorias de processos para mitiga-los.

7.5. Diretorias

A Diretoria, enquanto 6rgao colegiado, é responsavel pelo monitoramento dos riscos que
podem comprometer os objetivos e metas relacionadas a sua area de atuacao.

Compete a Diretoria, no ambito desta Politica:

e Promover a integracdo da gestdo de riscos com os processos das areas de sua
responsabilidade; e

e Acompanhar o monitoramento dos riscos inerentes aos processos das areas de sua
responsabilidade e alinhar junto com a funcdo de Riscos e Controles Internos as a¢ées
de implementacdo de acdes corretivas e mitigatorias aplicaveis para reducdo a
exposicdo dos riscos inerentes as suas respectivas areas de atuacdo e ao negdcio.
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7.6.

Areas de Negécio

As Areas de Negdcio sdo os responsaveis pelo monitoramento dos riscos relativos aos
objetivos e metas aplicdveis aos processos das areas, assim como pelas atividades de controles
de cada processo.

Compete aos colaboradores e gestores das Areas de Negdcios, no ambito desta Politica:

7.7.

Monitorar os riscos inerentes aos processos, assim como o nivel de maturidade do
ambiente de controles existentes na drea de sua responsabilidade e acompanhar a
exposicdo aos riscos, com base nos Indicadores-Chave de Riscos;

Executar as acOes de acordo com a resposta aos riscos pertinentes a respectiva area,
conforme alinhado com a func¢do de Gestdo de Riscos e Controles Internos; e
Comunicar a Diretoria as atualizagdes em relacdo aos planos de a¢do, a materializacao
dos riscos, ao ambiente de controle, assim como o surgimento de riscos emergentes.

Auditoria Interna:

A drea de Auditoria Interna é responsdvel por auxiliar na verificacdo da efetividade dos
controles, das politicas e normas estabelecidas na Companhia.

Compete a Auditoria Interna, no ambito desta Politica:

Elaborar o Plano Anual de Auditoria interna com base na priorizacao estabelecida com
base nos resultados da Avaliacdo Geral de Riscos e submeté-lo a aprovacao do Comité
de Auditoria;

Avaliar a confiabilidade das informacGes e eficiéncia das operacdes;

Avaliar a efetividade da sistematica de Controles Internos e reportar para o Comité de
Auditoria;

Reportar os resultados das auditorias ao Comité de Auditoria; e

Aferir a qualidade e a efetividade do processo de Gestdo de Riscos e dos processos de
governanca, da adequacdo dos controles e do cumprimento das normas e
regulamentos associados aos negoécios da Companhia, de forma independente,
imparcial e tempestiva.
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8. REFERENCIAL TEORICO

e Diretrizes de governanga corporativa do estatuto social da Companhia.

e (COSO — ERM: Committee of Sponsoring Organizations of the Treadway Commission —
Enterprise Risk Management Framework.

e Modelo das Trés Linhas do II1A 2020.

e Guia de Orientacdo para Gerenciamento de Riscos Corporativos IBGC (Instituto
Brasileiro de Governancga Corporativa) 2007.

e ABNT NBR SO 31.000 / 2018: Gestdo de Riscos — Principios e diretrizes.

e Regulamento de Listagem do Novo Mercado da B3 S.A. — Brasil, Bolsa, Balcao.
e Resolucdo n? 59 da CVM (Comissao de Valores Mobilidrios).

9.  APROVAGAO, VIGENCIA E REVISAO

A presente Politica passa a vigorar apdés a aprova¢dao em reunido do Conselho de
Administragao da Companhia, realizada em 15 de margo de 2023, em 15 dias a contar da
publicacdo no site corporativo https://www.kepler.com.br/governanca/politicas-kw, onde

pode ser consultada.

A Companhia pode, por sua mera liberalidade ou em razao de alteragdes legislativas, a
qualgquer momento, e deve, a cada 2 (dois) anos, revisar os termos da presente politica, sendo
gue em caso de alteracdo serd submetida a nova aprovacao.

10. CONTROLE DE ALTERAGOES

REVISOES DESCRICAO DAS ALTERACOES DATA
00 Elaboracdo do documento 14/02/2014
01 Revisdo periddica 28/07/2020
03 Revisdo periddica 09/09/2021
04 Adequacdes Regulamento Novo Mercado 15/03/2023
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